Mac OS X - How to connect to SoutheastSecure Wireless Network as a Wifi-Guest

1. Click the Airport icon in the Menu Bar at the top.
2. SoutheastSecure (for Academic buildings).
   NOTE: You must be in range of the wireless network to proceed.

3. In the User Name text box, type your Southeast Key.
   In the Password text box, type your Southeast Key password.
   Make sure 802.1x is set to Automatic.
4. Click OK.

5. Click Continue to verify the server certificate pop-up.
   NOTE: It may take a minute or two before this window pops-up.
6. In the **Password** test box, type your Southeast Key password again and click **OK**.

1. In order for your device to work on Southeast’s network it must be registered on the network once per semester. To do this:
   a. Open your Internet browser
   
   b. Your browser may automatically go to the Resnet Registration page. If it doesn’t enter the address [http://splat.semo.edu/wifiguest](http://splat.semo.edu/wifiguest)
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   **Overview of Acceptable Usage Policies**

   Southeast Missouri State University expects all individuals utilizing the University’s computing facilities to abide by the policies governing their use. All use must be consistent with the University’s primary missions of providing instruction, research, and public service to the citizens of the State of Missouri. University faculty and staff members conducting instructional or research activities will be regarded as making appropriate use of available facilities and services provided these activities have been authorized by the appropriate department chairperson or dean. University students may be permitted use of available computing facilities and services provided such use is reasonably associated with the academic programs as determined by the appropriate department chairperson or dean.

   Access to most computing facilities is controlled by the issuance of user codes. A faculty member, staff member, or student receiving a user code assumes responsibility for all computing activity performed under that user code (whether he or she personally performs the activity or not). User codes may not be transferred to another person or group.

   Many computing resources are shared by the entire campus community. Individuals are asked to avoid activities which severely impact the delivery of computing services to others. In particular, computing facilities may not be used:
   - for commercial activity,
   - to harass, threaten, or otherwise invade the privacy of others,
   - to initiate or forward e-mail chain letters,
   - while attempting to hide or misrepresent the source of activity,
   - to initiate activities which would cause congestion of the network or otherwise unduly consume computing or network resources.

   **Policies Governing the Use of Computing Facilities and Services**

   c. Enter your **SE Key** and **Password** in the boxes provided, review the policy and click the **I Accept** button at the bottom of the screen.
d. The next screen should say “Registration successful – reboot your computer”.

e. Reboot your computer as instructed. From this point forward, your computer should automatically detect the network and connect.